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Reliability: does what is expected



Reliability: measured in…

success/failure probability

Mean Time To Failure



Unreliability: doesn’t do what is expected





measured in …





Software  Reliability  Engineering

E   Establish quantitative reliability targets

Construct usage profiles of operational system

Test statistically to predict system reliability
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Software  Security  Engineering

Establish multiple quantitative targets

Use threat modeling to identify abuse cases

Rethink software reliability growth modeling

Attack



Attack



project planning

quality assurance

requirements 

management

Key Process Areas
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DACS Software Reliability Initiative

= “Roadmap to Dependability”



START







Evaluation of existing capabilities 





END





Specification of requirements 





How to get from here to there





Recommended + deprecated practices 





How to get from here to there
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How to get from here to there
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Assessment Techniques 





DACS Software Reliability Initiative

= “Roadmap to Dependability”
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